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Welcome to ShareCenter

ShareCenter is Hatch’s secure project collaboration workspace

where you go to access documents and all other project information
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Hatch is committed to keeping all project information secure, for the benefit of our clients, partners,
vendors and contractors

Clients Partners Vendors Contractors

o 0O O

Please take a few minutes to work through the following instructions to set up secure access to your project
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ShareCenter Setup:
Pre-Requisites

Internet connectivity”

* Internet browser: prefer Microsoft Edge
or Google Chrome

* Mobile phone: Android oriOS

* You should have received an email to
join Hatch ShareCenter

*Assumes your company IT configuration does not block or inhibit access to
ShareCenter. See last page.
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From v Microsoft Invitations on behalf of Hatch ShareCenter <invites@microsoft.com>

. To you@yourcompany.com
Step 1: Accept the email
Cc
| n \/ | ta t | O n Subject Hatch invites you to join ShareCenter: Project H123456 - Project Name

* Firstopen the video link to get instructions _

. « . . ’ Hello %Name%

* Then click “Accept Invitation

You are invited to join ShareCenter, our platform to exchange, collaborate and manage
project information on

* Follow browser dialogs per following slides Project H123456: Project Name.

Please watch the ShareCenter Setup video on this site before you click Accept invitation
below.
It will guide you throush the setun of Multi Factor Authentication.

Accept invitation

Need help? Email your project Document Control Team: DocControl-H123456@hatch.com

ShareCenter
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Step 2a: Follovv brovvser d|alogs

B Microsoft

Create account

) yOu using you@yourcompany.com

=

\

)

8= Microsoft
« you@yourcompany.com
Create a password

Erter the password you would bke 10 use with your

This is a one-off action!

all

B2 Microsoft
 thewhits0t Bgmailoos

Verify email

tto you@yomomplny com

St The emall. check y

B Microsoft
+ you(@yourcompany.com

Create account

Please solve the puzzle so we know you're W
pot a robot

B Microsoft

4 you@yourcompany.com

Create account

Pick the cat

Else, if you have a MS account...

B Microsoft

you@yourcompany.com

Sign in

We'll send 2 sign-in request to your phone to sign in
with you@yourcompany.com

Send notification

B® Microsoft
you@yourcompany.com

$ Stay signed in?

Set up the same email account that the Invitation was sent to - use your corporate email address!
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Stay signed in 50 you don't have to sign in again
next time.

__| Don't show this again
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Step 2b: Follow browser dialogs

B Microsoft

you@yourcompany.com

Review permissions

cont.

H Hatch EIM hatcheim.com

B® Microsoft
This resource is not shared by Microsoft.

The organization Hatch EIM would like to: you@yourcompany.com

Vv Signyou in . X o
v/ Read your name, email address, and photo M ore i nformatl on req ul red
You should only accept f you trust Hatch EIM. By accepting
you allow this organization to access and process your data t
Create, control, and sdminster an account according to thee
policies. Hatch EIM has not provided a link to their prijacy
statement for you to review. Hatch £IM may log informatio
about your access. You can re these permissions at
hitps//myapps.microsoftcom/hatchesm.com

your account secure

Cancel Use a different account

Leam more

S

Your organization needs more information to kee
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Secure your account by adding phone verification to your password. View video to |
Step 1: How should we contact you?
Mobile app s
How do you want to use the mobile app?
@ Useve
To use these verification methods, you must set up the Microsoft Authenticator ap

Set up Please confiqure the mobile app

Complete the following steps to configure your mobile app.

1. Install the Microsoft Authenticator or any authenticator app for Windows Phone, Android or iOS

2, In the app, add an account and choosi Jther account”™,

3, Scan the image below

Scan your unique QR code

wunt Name: Hatch EIM; you@yourcompany.com :£XT2 X hatcheim.onmicrosoftcom

Secret Key

Szky tydd bbgs

f the app displays a six-digit code, choose "Next”

Next cancel

HATCH




Step 3a: Install and Setup the Authenticator™ App on Phone
+

@ Microsoft What kind of account are you adding?
: Authenticator [ ]

]
|= n Work or school account
o SOM. (3 -
opaie o ‘ % Other account (Google, Facebook, etc.)
/ Add work or school account |
o
—“___» o e SN
ST
b~

Google Play - .,} :’
S [_ LN o] 4

Let's add your first tt » v

_ etsa your Tirst accoun E E]?‘\ !

1
@ N ¢
®
App Store
About this app .
or §(
Data safety o

f

“Microsoft Authenticator app preferred but can use others e.g, Twilio Authy, Duo Mobile, LastPass Authenticator, etc.
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Step 3b: Finalize Setup

Authenticator

@ Hatch EIM

one venfication t

Step 2: Enter the verification code from the mobile app

Enter the venfication code duplayed on your &

R Hatch EIM

=

com#EXT #gihatchesn cnmicro

One-time passwords enabled
<] You can use the cne-time password codes generated
by this app to verify your sign-ns

One-time password code

® 170 537

82 Movson

Step 2: Enter the verification code from the mobile app

ation successful Taking you 1o the next step

Done
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Step 4: Access ShareCenter
+

BT Microsoft

you@yourcompany.com

Enter code

[ Enter the code dispiayed in the authenticator
app on your mobiie device

&«

lf::a R Hatch EiM
e EXT et
More i e

Onetime pysswords enabled

Ly Ui G 10 et fy sous S

One-time passwond code
-

170 537

AN
Always use the App to get the code (we don’t use SMS!)

B Vou can ese 1he cresew pasrased codes gaoscaned

* Clickon the Project link you were sent in the Invitation email,
e.g., https://hatcheim.sharepoint.com/sites/xxxxx)

e Savethislink as a favourite

* Thisis how you will always access ShareCenter from now on

e You'’rein!

SharePoint P Search this site

HatchHub  Delivery Hub Search  Delivery Knowledge Portal  Log a Ticket

ShareCenter Portal ~ Home  Transmittals  Documen ts ¢ Not follow
Welcome to ShareCenter Portal Quick Links
The ShareCenter Portal is our project collaboration component of DocShare, Hatch's online =
document management system. aad
Transmittals

For more information and support refer to Getting_Started or contact your Hatch Document
Control team.

Support

You do not curently have any active projects. You wil see the projects displayed here when you receive communication from the project

News

No news posts are available
right now
Check back later to see the latest...

now
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https://hatcheim.sharepoint.com/sites/xxxxx

It yvou need help:
n y P

' IA ' C' l Our Expertise Projects Careers About Us

Home | AboutUs | DhareConter Accens

e Visit www.hatch.com/about us/ShareCenter-Access for
more information including videos and FAQs

ShareCenter Access vl © [ mail your Hatch Project Document Control team with the

Sustainability

ShareCenter is our secure, cloud based digital home for your engagement. it puts documentation, drawings, models and dats at Diversity & Inclusion fo I IOWI n g | nfO rm atl O n :

your fingertios. Events & Conferences

Hatch takes the security of your project's information seriously. For this reason you are requested to access ShareCenter using Webinars
multi factor suthentication on your mobile device. Ethics & Integrity

4 oG S el o SR R R R dormation o Supotier - send to the email address on your invitation email

News & Media
Office Locations

Publications

' -include your name and project number

- which step the issue occurred
ShareCen;er Set Up

X
-any error messages and screen ca ptures

«  We will use this information to investigate and get back to
you as soon as possible
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http://www.hatch.com/about_us/ShareCenter-Access

Additional Security Setup

You may find that you and your colleagues are unable to connect from your corporate office, yet you can connect from
home. You may also find that you are not receiving transmittals from Hatch. This could be due to:

* JunkMail. Check your Junk Mail folder and redirect Hatch transmittals to your Inbox

* Your corporate security / spam settings may be filtering Hatch transmittals as spam. To fix this, please request your IT to allow
delivery of emails from notifications@hatcheim.com

* Your corporate security settings may need to be configured to allow / whitelist the following URLs (this may require minor changes
to firewall, proxy, VPN or browser settings that only your IT can do):
- hatcheim.sharepoint.com

- * hatcheim.com

Please ask your I.T. representative to contact the Hatch Service Desk via your Document Control team, and we will get
back promptly to assist
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Thank you
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